Communication LTD

STRIDE – Threats assessment

|  |  |  |
| --- | --- | --- |
|  | **Weakness point description** | **Relevant threat** |
|  | Security config data is stored in a configuration file unencrypted. |  |
|  | DB is running on an unsecured environment – local, not encrypted. |  |
|  | TLS protocol is only implemented on frontend side. |  |
|  | “Login attempts” table in the DB is never reset, and might grow to unmanageable size. | DDOS |
|  |  |  |
|  |  |  |
|  |  |  |